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Abstract: This paper proposes a partial evaluation of solution on UPF discovery related to the KI#1.
1. Introduction/Discussion
[bookmark: _Hlk110889942]This contribution proposes an evaluation of solution on UPF discovery related to KI#1 in FS_UPEAS.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-62.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97307780][bookmark: _Toc100835721][bookmark: _Toc101415552][bookmark: _Toc104549707]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.
7.1	Evaluation for KI#1
The KI#1 is related to registration and discovery of UPF event exposure service(s). From the mapping table there are only two solutions, i.e. solution#1/#12. However, for UPF event exposure the UPF discovery is the necessary step to be considered. So besides sol#1/#12 other solution related to the UPF discovery are also listed as follows.
[bookmark: _Hlk110892411]UPF discovery for data collection
For the UPF direct subscription, the UPF need be discovered directly. The related UPF discovery are summarized as below. 
Table 7.1 -1: Summary of direct UPF Discovery
	Sol#
	Scenario
	Main Idea
	Remarks

	1
	1a. Target PDU session or UE with IP address 
	1. AF uses the UE IP address to discover the PCF from the BSF. Then the PCF can send response with the SMF for the PDU session to the AF/NEF.
2. The AF/NEF interacts with the SMF to obtain the appropriate UPF information for PDU Session.
3. The SMF responds with the list of UPFs for the PDU Session.
	SMF is enhanced to support the UPF information subscription/notification. 

	
	
	1. UPF register its IP range to NRF.
2. AF use the UE IP address to find the UPF from NRF. 
	UPF NF profile include the IP ranges

	
	1b. Target PDU session or UE with SUPI, DNN/S-NSSAI
	1. The NF finds the SMF from UDM by UE ID.
2. The UDM finds the SMF for the UE.
3. The NF obtains UPF information from the SMF provided by the UDM.
4. The SMF responds with the requested UPF.
	SMF is enhanced to support the UPF information subscription/notification.

	
	1c. Target any UE with DNN/S-NSSAI and/or DNAI
	1. UPF register its IP range to NRF.
2. NF finds the appropriate UPF providing NF type.
3. The NRF responds with the list of all UPFs.
	UPF NF profile include the related information, which is used for discovery filter. 

	2
	Target PDU session or UE with IP address
	Reuse sol#1a/1b
	

	5
	Targets PDU Sessions or UE with UE ID(SUPI)
	1. The SMF register the UPF and its role to the UDM.
2. The NF finds the list of UPF and its role from UDM.
	SMF/UDM need support UPF register to UDM.

	6
	Target PDU session or UE with IP address
	1. Same interaction as before to register the SUPI/IP address to the BSF. 
2. The BSF answers with the SUPI of the UE.
3. Back to Sol#5
	BSF need support to return the SUPI back to the NF. 
also it rely on the sol#5.

	7 
	Target any UE with DNN/S-NSSAI and/or DNAI
	Reuse Sol#1c
	

	
	Target certain PDU session or UE with SUPI, DNN/S-NSSAI
	Reuse Sol#1b
	

	11
	Target PDU session or UE with IP address
	Reuse Sol#1b
	

	
	Target any UE with DNN/S-NSSAI and/or DNAI
	Reuse Sol#1c
	

	12
	Target any UE with DNN/S-NSSAI 
	Reuse Sol#1c
	

	15
	Target a specific IP flow over the PDU session. 
	1. During the PDU session establishment, the SMF register to the PCF with UE IP address and UPF ID information.
2. The PCF register to the BSF with UE IP address and UPF ID information.
3. The NEF sends the request to the BSF with IP address. 
2. Based on UE IP address, the BSF can identify the specific UPF and do the subscription.
	It need check whether the subscription bypass the PCF/SMF is suitable. 

	16
	Target a UPF
	Reuse the solution 1. 
	Unclear on each case

	18
	Target a specific IP flow over the PDU session.
	Reuse Sol#1a
	

	19
	Target a specific IP flow over the PDU session.
	Reuse Sol#1a
	


For the UPF event exposure via the SMF, the UPF is discovered indirectly, i.e. via the SMF. For those solution it can be listed as follows:
· Target PDU session or UE with SUPI, DNN/S-NSSAI, solution#9, 10,
· Target any UE with DNN/S-NSSAI and/or AOI, solution#9, 10, 
· Target a specific IP flow over the PDU session, solution#8, 
For the Data collection from UPF to NF consumer for a single UE (SUPI based), there are three alternative solutions as follows:
· Alternative 1(Sol#1, #2, #7, #11): NF consumer get the serving SMF for the UE from the UDM. Then it obtains the UPF information for the UE from the serving SMF. This option requires the SMF event exposure function enhancement to return a list of the UPF ID. 
· Alternative 2 (Sol#5): NF directly obtains the UPF information for the UE from the UDM if the serving SMF has registered the UPF information for the UE into the UDM. This option requires the SMF/UDM enhancement to register the UPF ID to the UDM and UDM send the required UPF ID to the NF consumer. 
· Alternative 3 (Sol#9, 10): NF consumer get the serving SMF for the UE from the UDM. NF consumer do the subscription via the SMF as usual. And SMF do the subscription to the UPF. There is one difference on how the SMF interact with UPF.
For the Data collection from UPF to NF consumer for a single UE (IP address based), there are three alternative solutions as follows:
· Alternative 1(Sol#1, #2, #19): NF consumer get the serving SMF for the UE from the PCF. Then it obtains the UPF information for the UE from the serving SMF. This option requires the SMF event exposure function enhancement to return a list of the UPF ID. 
· Alternative 2 (Sol#1): NF consumer firstly query the NRF with the UE IP address to get the related UPF ID. This option requires the UPF NF profile include the IP address ranges it manages. It is unclear how this work if the UE IP address is not managed by the UPF?
· Alternative 3 (Sol#6): NF consumer get the SUPI from the BSF per IP address. Then using the SUPI to query UDM get the UPF ID. This option requires the SMF/UDM enhancement to register the UPF ID to the UDM and UDM send the required UPF ID to the NF consumer.
· Alternative 4(Sol#15): NF consumer do the subscription with the BSF with the IP address. The BSF do the subscription with the UPF per the previously registered UPF ID. This option requires the SMF/PCF/BSF  enhancement to register the UPF ID to the BSF. Also the BSF need maintain a subscription context with the NEF/AF.  
For the Data collection from UPF to NF consumer for any UE, there are also two alternative solutions as follows:
· Alternative 1 (Sol#18, #19): NF discovers all the UPF information from the NRF. The UPF NF profile need include the related filter information for discovery. 
· Alternative 2 (Sol#9): NF firstly discovers all the SMF information within an AoI from the NRF. Then all these SMFs should determine the UPF which serves the UEs. 
Proposal 1: For this type data collection the related discovery filter need be further clarified. 
For the Data collection from UPF to NF consumer for a specific IP flow in one PDU session, there are two case as follows:
· Alternative 1 (Sol#8): NWDAF select the SMF. Then the SMF activate the related measurement. 
· Alternative 2 (Sol#18,19): NEF select the UPF per IP address based mechanism. Then NEF do the UPF event exposure subscription. 
Proposal 2: For this type data collection, the related measurement need be triggered. It is not necessary to do the subscription with the UPF directly. 
* * * * End of changes * * * *
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